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Certified Chief Information Security Officer 

Duration: 5 Days 
 
Course Description: 
 
The Certified Chief Information Security 
Officer program is the first of its kind 
certification that recognizes an individual's 
accumulated skills in developing and 
executing an information security 
management strategy in alignment with 
organizational goals. C|CISO equips 
information security leaders with the most 
effective toolset to defend organizations 
from cyber-attacks. To rise to the role of 
the CISO, strong technical knowledge, and 
experience is more imperative now than 
ever before, but it must be accompanied by 
the ability to communicate in business 
value. C/CISs understand that their 
information security decisions often have a 
direct impact on their organization's 
operational cost, efficiency, and agility. As 
organizations introduce new technologies, 
C|CISOs will develop and communicate a 
strategy to avoid the potential risks 
stemming from their implementation to the 
organization's operations. 
 
Target Audience: 

 
• Chief Executive Officer 
• Managing director 
• Chief Information Security Officer 
• Chief Information Officer 
• Chief Technical Officer 

• Chief of information Security 
• Vice President of Information 

Security 
• Associate vice president 
• Information Security Officer 
• Chief Compliance Officer 
• Regional Chief Information Officer 
• Director of Security  
• IT Director/Head or equivalent 
• IT Manager Data Security 
• Director Cloud security 
• Head Project Manager 
• Delivery Manager 
• Security Systems Engineer 
• Security Manager 
• Security Auditor 
• Head of Security Architect 
• Head of Network Architect 
• Infosec consultant and advisory 
• Senior Cyber Security CIO SME 

 
Course Outlines: 
 

➢ Domain 1: Governance, Risk, 
Compliance  

➢ Domain 2: Information Security 
Controls and Audit Management 

➢ Domain 3: Security Program 
Management & Operations 

➢ Domain 4: Information Security Core 
Competencies 

➢ Domain 5: Strategic Planning, 
Finance, Procurement, and Third-
Party Management 
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